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ABSTRACT

Trade-Based Money laundering (TBML) has become one of the most sophisticated and least detectable types of financial
crime jeopardizing the integrity of the world trade and American financial system. The conventional detection tools have
difficulty detecting advanced TBML cases because there is split information in the customs, banking, and trade finance
sectors. This paper creates a predictive analytics account system which combines cross-sector data to improve detection
of TBML and complements the U.S. Anti-Money laundering (AML) priorities. Based on a set of machine learning models
such as supervised and unsupervised models and explainable artificial intelligence (XAl) algorithms such as SHAP and
LIME, the presented framework can recognize the presence of hidden irregularities in trade, mispricing, and abnormal
transactional practices, which are transparent and understandable. The framework proves to be much better in terms
of predictive accuracy and interpretability, which allows the regulators and financial institutions to evaluate trade risks
beforehand, without losing auditability and compliance. Combining the information on the customs declarations, financial
transactions and finally the trade finance reports, the research offers a comprehensive view on the predictive trade risk
analysis to enhance U.S. supply chain protection and financial integrity. The findings support the importance of explainable
predictive analytics to make AML enforcement a transparent, data-based, and sustainable framework to protect national
and international trade flows.

Keywords: Trade-Based Money Laundering (TBML), Predictive Analytics, Machine Learning, Explainable Al (XAl), Financial
Integrity, Supply Chain Security, Anti-Money Laundering (AML), Data Integration, Risk Detection, U.S. Trade Policy

SAMRIDDHI : A Journal of Physical Sciences, Engineering and Technology (2023); DOI: 10.18090/samriddhi.v15i04.07

INTRODUCTION Corresponding Author: Pristly Turjo Mazumder, Georgia State

University, United States, e-mail: pristly.turjo@gmail.com

How to cite this article: Mazumder, P.T. (2023). Data Driven
Detection of Trade Based Money Laundering (TBML): A
predictive Analytics Framework for Securing US supply
chains and Financial Integrity. SAMRIDDHI : A Journal of
Physical Sciences, Engineering and Technology, 15(4), 423-432.

Background of the Study

Trade-Based Money Laundering (TBML) has emerged as one
of the most sophisticated and pervasive methods used by
criminal organizations to disguise illicit proceeds through
legitimate trade transactions. It manipulates international

trade mechanisms such as misinvoicing, over- or under
valuation of goods, false documentation, and multiple
invoicing to obscure the origins of criminal funds (Cassara,
2015; Naheem, 2015). Unlike traditional money laundering,
TBML exploits the vast volume and complexity of global
commerce, making it exceptionally difficult to detect through
conventional financial monitoring systems (Chhina, 2014;
Fakih, 2022). As globalization expands trade networks and
digitization accelerates cross-border transactions, TBML has
become a critical threat to financial integrity and national
security in the United States.

The U.S.economy, being one of the world’s largest trading
hubs, is particularly vulnerable to TBML activities embedded
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within legitimate import-export operations (Marzouk, 2022).
The Financial Action Task Force (FATF) has consistently
identified TBML as a major vector for illicit financial flows,
urging nations to strengthen analytical capacity and
inter-agency data sharing (Hayrinen, 2020; Collin, 2020).
However, existing anti-money laundering (AML) systems
largely depend on rule-based monitoring and retrospective
audits that lack predictive power, cross-sector visibility, and
interpretability (Naheem, 2018; Hataley, 2020).
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Problem Statement

Despite significant progress in AML compliance, TBML
detection remains hindered by fragmented data silosamong
customs authorities, financial institutions, and trade finance
intermediaries. Traditional transactional monitoring tools
often overlook trade anomalies such as falsified invoices,
overpricing, or mismatched documentation due to their
dependence on static thresholds and isolated data streams
(Naheem, 2017; Srivastava, 2021). The absence of integrated
analytical models capable of correlating patterns across
trade and finance data significantly limits early detection.
Moreover, existing machine learning applications in AML
frequently operate as “black-box” models, making them
difficult for regulators to interpret and audit (Chitimira,
Torerai, & Jana, 2024).

This lack of transparency, interoperability, and predictive
intelligence undermines the United States’ capacity to
safeguard supply chains and financial systems from TBML
threats (Okazaki, 2017; Mugarura & Ssali, 2021). Thus, there
is a pressing need for a data-driven framework that unifies
multi-sector data sources and leverages explainable artificial
intelligence (XAl) to provide both predictive accuracy and
regulatory clarity in TBML risk analysis.

Research Aim and Objectives

This study aims to develop a predictive analytics framework
that integrates customs, banking, and trade finance data to
detect and prevent TBML within the U.S. trade and financial
ecosystem. The framework employs machine learning and
explainable Al (XAl) techniques to generate transparent,
auditable, and predictive TBML detection models.

The specific objectives are to:

« Integrate heterogeneous data from customs, banking,
and trade finance systems into a unified analytical model.

- Develop machine learning algorithms capable of
identifying trade anomalies and risk patterns indicative
of TBML.

« Apply explainable Al tools such as SHAP and LIME to
ensure transparency, interpretability, and regulatory
trust.

« Evaluate the framework’s performance in enhancing
the United States’ financial integrity and supply chain
resilience.

Research Questions
How can integrated data analytics improve the detection
of TBML across U.S. trade and finance sectors?
What predictive modeling approaches most effectively
identify hidden trade anomalies linked to TBML?
How can explainable Al contribute to transparency and
accountability in AML systems?

Significance of the Study

This research contributes to both theory and practice
by bridging data science, trade intelligence, and AML
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enforcement. The integration of customs, banking, and
trade finance data establishes a holistic foundation for
identifying complex money laundering typologies that evade
detection under current systems (Naheem, 2019; Turner, 2011).
Furthermore, the inclusion of explainable Al enhances model
interpretability, enabling compliance officers and regulators
to trace and justify risk assessments in line with AML reporting
obligations (Zdanowicz, 2004; Chitimira & Ncube, 2021).

By aligning with U.S. national AML priorities and
Treasury Department directives on financial transparency,
this study supports predictive trade risk management and
supply chain security as vital components of economic
resilience. Ultimately, it aims to transform TBML detection
from a reactive process into a proactive, data-driven, and
explainable system that strengthens financial integrity and
national security (Beare & Schneider, 1990; Buchanan, 2004;
He, 2010).

Literature Review

Conceptual overview of trade-based money laundering

Trade-Based Money Laundering (TBML) represents one of
the most complex and least understood forms of money
laundering within the global financial ecosystem. It involves
disguising the proceeds of crime and moving illicit funds
across borders through trade transactions, using methods
such as over-invoicing, under-invoicing, multiple invoicing,
and misrepresentation of goods or services (Cassara,
2015). Cassara (2015) identifies TBML as the next frontier in
international money laundering enforcement due to the
growing sophistication of trade finance operations and the
globalization of supply chains. Similarly, Naheem (2015)
emphasizes the urgent need for a precise working definition
of TBML within the banking sector to facilitate more effective
detection and compliance processes.

China (2014) and Turner (2011) highlight that TBML has
grown rapidly due to insufficient regulation, fragmented
data reporting, and the inherent opacity of global trade
transactions. The complexity of trade data and the use of
intermediaries obscure beneficial ownership and make TBML
schemes difficult to identify. These dynamics underline the
necessity for innovative analytical frameworks that can link
financial and trade data in real-time.

Evolution of Anti-Money Laundering (AML)
Frameworks and Regulatory Gaps
Historically, AML systems have primarily targeted traditional
financial transactions such as wire transfers and deposits.
However, TBML operates within the trade system, making
it less visible to conventional transaction monitoring
(Buchanan, 2004). Naheem (2017) argues that TBML remains
an under-prioritized risk domain within global AML policies,
despite its scale and potential to undermine financial stability.
Marzouk (2022) further explains that post-Brexit policy
fragmentation has made TBML detection even more
challenging across jurisdictions, as regulatory inconsistency
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allows criminals to exploit trade gaps. Hayrinen (2020)
proposes that best practices in controlling TBML require
an integration of customs and financial intelligence data,
supported by technology-driven enforcement models.
Despite ongoing global reforms, Fakih (2022) and Rikkila,
Jukarainen, and Muttilainen (2022) find that cross-border
cooperation and data harmonization remain limited, leading
to continued vulnerabilities in global trade integrity.

TBML Detection and the Role of Data Analytics

The emergence of data analytics and artificial intelligence
(Al) has opened new frontiers in TBML detection. Zdanowicz
(2004) pioneered the use of data mining to detect money
laundering by analyzing abnormal pricing trends and trade
anomalies. Building on this foundation, Okazaki (2017)
examined the potential of big data in customs operations,
demonstrating how integrated datasets enhance risk
management and detection capabilities.

Recent studies emphasize the role of machine learning
(ML) and predictive analytics in improving the precision of
TBML identification. Chitimira and Torerai (2024) assert that
Al-enabled detection frameworks in the banking sector
significantly strengthen the fight against financial crimes
by automating anomaly detection and ensuring compliance
efficiency. Similarly, Mugarura and Ssali (2021) explore how
intelligent algorithms can detect the digital footprints of
laundering activities in complex international systems.

However, Naheem (2019) cautions that while
technological innovation is crucial, models must be action-
oriented and adaptable to evolving TBML typologies.
The lack of explainability in existing ML systems poses
challenges for regulatory acceptance, emphasizing the need
for Explainable Al (XAl) approaches to ensure transparency
and auditability.

Integration of Cross-Sector Data: Customs,
Banking, and Trade Finance

A central challenge in TBML detection lies in data
fragmentation across institutional domains. He (2010) and
Beare and Schneider (1990) identify the separation between
customs, financial institutions, and trade finance operations
as amajor barrier to risk visibility. Okazaki (2017) underscores
that the use of big data can bridge these institutional divides
by combining structured and unstructured datasets to
generate real-time insights.

Naheem (2017) and Hataley (2020) note that organized
crime networks exploit such institutional silos to launder
funds through legitimate trade transactions. Hence, the
integration of banking and customs data within a unified
analytical framework becomes essential to exposing
cross-border TBML schemes. Cassara (2015) and Srivastava
(2021) advocate for enhanced data sharing protocols and
predictive systems that can map transactional irregularities
across trade documentation, shipping records, and payment
systems.
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Explainable Artificial Intelligence (XAl) and
Model Transparency

The recent introduction of Explainable Al represents a
major paradigm shift in regulatory technology (RegTech).
According to Anichebe (2020), the use of advanced analytics
without transparency can raise compliance risks, as regulators
demand interpretability in AML systems. XAl provides
mechanisms such as SHAP and LIME that explain why
certain trade transactions are flagged as suspicious, thereby
increasing trust among compliance officers and regulators.

Chitimira and Ncube (2021) highlight that in developing
jurisdictions, explainability enhances legal enforceability by
providing clear justifications for AML decisions. Applying
XAl within TBML frameworks not only improves model
accountability but also ensures alignment with U.S. financial
integrity goals and FInCEN’s AML priorities.

Conceptual Framework and Research Gap

The reviewed literature establishes that while TBML is widely
recognized as a major financial threat, detection remains
inefficient due to siloed data systems and lack of transparent
analytics. Existing AML technologies often emphasize
post-transaction analysis rather than predictive detection
(Naheem, 2019; Fakih, 2022).

This study bridges that gap by proposing a predictive
analytics framework that unifies customs, banking, and
trade finance data to proactively detect TBML risks.
Integrating machine learning with XAl addresses the
critical balance between detection performance and
regulatory explainability offering a scalable, transparent, and
operationally feasible solution for U.S. AML enforcement and
supply chain security.

The graph above illustrates the progressive evolution
of Trade-Based Money Laundering (TBML) detection
technologies from the early 2000s to 2025. The graph shows
a clear upward trajectory in the technological advancement
level, reflecting the gradual transition from manual,
compliance-driven audits to data-centric and Al-enabled
approaches.

The early phase (2000-2010) marked foundational studies
such as Zdanowicz (2004), who pioneered data mining
for anomaly detection, and He (2010), who developed
typological analyses for classifying laundering methods.
Between 2010 and 2017, research shifted toward sector-
specific definitions and data integration, with Naheem (2015,
2017) emphasizing banking and regulatory perspectives and
Okazaki (2017) introducing Big Data applications in customs
risk management.

The period from 2020 onward represents a technological
acceleration, with Hayrinen (2020) and Chitimira & Ncube
(2021) documenting the rise of Al-based AML systems,
while Chitimira et al. (2024) advance the field by embedding
Explainable Al (XAl) for transparency and accountability.
By 2025, TBML detection is envisioned to be predictive,
integrative, and explainable, driven by multi-sectoral data
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Evolution of TBML Research and Detection Technologies (2000-2025)
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Graph 1: lllustrates the Evolution of TBML Research and Detection Technologies (2000-2025) showing the steady
progression from early data mining methods to the adoption of Al and Explainable Al frameworks for TBML detection

analytics frameworks that align with national Anti-Money
Laundering (AML) priorities and supply chain security
objectives.

This evolution underscores the importance of continuous
innovation in AML technologies where predictive analytics,
interoperability, and explainability form the foundation
for safeguarding financial integrity in U.S. and global trade
systems.

METHODOLOGY

Research Design

This study adopts a quantitative and computational
research design that combines predictive analytics and
explainable artificial intelligence (XAl) to detect Trade-Based
Money Laundering (TBML) across U.S. supply chains. The
design leverages an integrated analytical framework that
consolidates customs, banking, and trade finance data,
enabling real-time detection of anomalous trade behaviors.
The approach supports FinCEN’s Anti-Money Laundering
(AML) priorities by providing data-driven insights into
suspicious trade activities while maintaining interpretability
and compliance transparency.

Data Sources

The study utilizes secondary data from multiple institutional

sources relevant to U.S. trade and financial systems. These

include:

« Customs Data: Import/export declarations, shipping
manifests, commodity codes, and declared values.

« Banking Data: Suspicious Activity Reports (SARs), SWIFT
payment records, and transactional metadata.

- Trade Finance Data: Letters of Credit, invoices, and cross-
border payment documents.

The integration of these datasets allows for comprehensive
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visibility across trade, finance, and regulatory domains,
enhancing the predictive capability of the TBML detection
framework.

Data Preprocessing and Integration

Data was preprocessed through multiple stages to ensure
consistency, accuracy, and analytical readiness. Steps
included:

« Data Cleaning: Removal of incomplete, duplicate, and
irrelevant records.

« Normalization: Standardization of units, currency values,
and categorical variables.

« Feature Engineering: Derivation of key variables such
as price deviation ratios, trade volume anomalies, and
payment irregularities.

« Data Fusion: Linking trade and financial datasets using
identifiers like Bill of Lading, Invoice Number, and
Transaction ID to establish a unified analytical model.

Model Development and Predictive Framework

A two-layered predictive analytics architecture was
developed:

Layer 1

+ Detection cngine

Utilizes supervised machine learning algorithms such as
Random Forest (RF), XGBoost, and Logistic Regression to
classify transactions as normal or suspicious.

Layer 2

« Anomaly recognition engine

Applies unsupervised learning (lsolation Forest,
Autoencoders) to identify hidden irregularities in trade and

payment data.
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Both layers are integrated within a unified data pipeline to
ensure continuous monitoring and real-time prediction of
TBML risks.

Explainability and Model Interpretation

To ensure transparency, the study incorporates Explainable
Al (XAl) techniques, specifically SHAP (SHapley Additive
Explanations) and LIME (Local Interpretable Model-Agnostic
Explanations). These methods allow visualization of how each
feature (e.g., trade price, origin, partner country, payment
delay) contributes to model predictions. This ensures model
interpretability, regulatory acceptance, and compliance
auditability.

Evaluation Metrics

Model performance was assessed using standard metrics in

predictive analytics:

«  Accuracy (ACC): Overall correctness of predictions.

«  Precision and Recall: Measures of detection reliability and
sensitivity to true TBML cases.

« F1-Score: Balances false positives and false negatives.

« ROC-AUC: Evaluates model discrimination capability.

« Explainability Index (El): Quantitative measure of
interpretability based on SHAP output variance.

Ethical and Regulatory Considerations

Theresearch adheres to ethical standards for data privacy and
confidentiality, following U.S. AML and Bank Secrecy Act (BSA)
regulations. Data anonymization was performed to protect
individual and institutional identities. The framework aligns
with FinCEN’s 2024 AML priorities, ensuring compliance with
regulatory and ethical data handling principles.

Conceptual Workflow and Predictive
Framework

Graph 2: Conceptual architecture of the data-driven TBML
detection framework integrating customs, banking, and
trade finance data. The framework employs machine learning
models for predictive analytics, enhanced with explainable
Al tools (e.g., SHAP, LIME) for transparent risk evaluation and
AML compliance feedback.

ResuLTs AND FINDINGS

Overview of Analytical Outcomes

The predictive analytics framework developed in this study
successfully integrated customs, banking, and trade finance
datasets to identify potential cases of Trade-Based Money
Laundering (TBML). The data pipeline aggregated more
than 1.2 million trade transactions, combining import/
export declarations, financial transfers, and trade finance
documentation over a five-year period (2018-2023).
Following the data preprocessing phase, a refined dataset
of 920,000 valid observations was used for model training
and testing.

Machine learning models specifically Random Forest,
XGBoost, and Logistic Regression were applied to detect
anomalous trade behaviors. The ensemble-based XGBoost
model outperformed others with a prediction accuracy of
92.8%, precision of 90.1%, and recall of 88.7%, highlighting its
superior capability in capturing suspicious trade irregularities
while minimizing false positives.

This finding is consistent with Zdanowicz (2004) and
Okazaki (2017), who emphasized that advanced data mining
techniques and big data analytics can significantly enhance
the ability of customs and financial authorities to trace
hidden money-laundering flows embedded in legitimate
trade transactions.

Detection of TBML Patterns and Anomalies

The model identified distinct TBML typologies aligning with

established literature. These included:

« Over-invoicing and under-invoicing of traded goods,

«  Phantom shipping and misclassification of commodities

« Circular trading between shell entities to obscure the
origin of funds.

Analysis revealed that approximately 3.4% of transactions

exhibited statistically significant anomalies consistent with

TBML indicators. The clustering algorithms also showed

geographical concentrations of anomalous trade activity

involving high-risk jurisdictions and specific commodities

(e.g., precious metals, electronics, and textiles).

Table 1: Ethical and regulatory considerations

Data source Data type

Analytical technique

Model/tool used Expected output

Trade declarations,
commodity values

Customs Data

Banking Data Transaction logs, SWIFT

messages, SARs

Letters of Credit, Invoices,
Trade Documents

Trade Finance Data

Linked trade-finance-bank
data

Integrated Dataset

Anomaly Detection,
Feature Engineering
Predictive Modeling

Predictive Modeling

Multi-Model Ensemble

Isolation Forest,
Autoencoder

Price deviation and shipment
pattern anomalies

Random Forest, Logistic
Regression

Suspicious transaction
classification

XGBoost, LIME TBML risk score and
interpretability visualization

SHAP + XAl Framework  Unified TBML predictive
dashboard

SAMRIDDHI : A Journal of Physical Sciences, Engineering and Technology, Volume 15, Issue 4 (2023)
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Predictive Analytics Framework for TBML Detection
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Graph 2: Conceptual architecture of the data-driven TBML detection framework integrating customs, banking, and trade
finance data. The framework employs machine learning models for predictive analytics, enhanced with explainable Al
tools (e.g., SHAP, LIME) for transparent risk evaluation and AML compliance feedback.

Table 2: Comparative model evaluation

Model Accuracy(%) Precision Recall(%) F1 Score Interpretability
Logistic Regression 83.5 78.2 81.1 79.6 High

Random Forest 89.4 86.0 84.5 85.2 Moderate
XGBoost (Proposed Model) 92.8 90.1 88.7 89.4 High(via SHAP)

These findings echo Naheem (2015, 2017, 2019) and Cassara
(2015), who describe TBML as a global enforcement frontier
characterized by deceptive pricing structures and multi-
jurisdictional complexity. Furthermore, the results validate
Fakih (2022), who demonstrated that integrating trade
and banking data provides a richer and more accurate
understanding of TBML networks than analyzing either
source in isolation.

Explainable Al Insights and Model
Interpretability

To ensure regulatory transparency and compliance
auditability, explainable Al (XAl) tools such as SHAP (SHapley
Additive exPlanations) were implemented. The SHAP analysis
indicated that the top five predictive features influencing
TBML risk scores were:
Unit price deviation from market average,
Mismatch between declared trade volume and invoice
value,
Transaction frequency between identical parties,
Origin-destination mismatch, and
Repetitive circular fund transfers through intermediary
accounts.
The explainability layer allowed investigators to visualize
why a transaction was flagged, improving confidence
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and decision traceability for compliance officers. This
transparency aligns with Chitimira, Torerai, and Jana (2024)
and Hayrinen (2020), who stress that Al-driven AML models
must be interpretable to strengthen enforcement credibility
and regulator adoption.

Comparative Model Evaluation

The XGBoost framework demonstrated the most
balanced trade-off between predictive performance and
interpretability. The addition of SHAP visualizations offered
regulators and investigators clear insights into high-risk
patterns, ensuring the model’s outcomes were both
actionable and defensible in regulatory reviews (Naheem,
2018; Hataley, 2020).

Predictive Risk Clustering and Regional
Concentration

Geospatial clustering showed that anomalies were
concentrated along key U.S. trade corridors, particularly in
ports with high trade throughput and complex supply chains.
High-risk trade relationships were also detected between U.S.
entities and offshore intermediaries in low-tax jurisdictions.
This aligns with Marzouk (2022) and Chhina (2014), who
highlight the persistent global expansion of TBML risk in
transnational trade systems with weak oversight.
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Comparative Model Performance for TBML Detection
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Graph 3 : Comparative Model Performance for TBML Detection

Furthermore, unsupervised clustering revealed three
dominant TBML behavior clusters:
«  Cluster A:High-value, low-volume transactions (indicative
of overpricing).
«  Cluster B: Low-value, high-frequency transactions
(indicative of smurfing or structuring).
+  Cluster C: Cross-border trade chains with fund transfers
through third-party intermediaries.
These clusters provide a foundation for predictive risk
monitoring dashboards, enabling early intervention by
financial intelligence units and customs authorities (He, 2010;
Collin, 2020).

Policy and Operational Impact

The predictive analytics framework demonstrates significant
practical potential for U.S. AML agencies, customs regulators,
and trade finance institutions. It supports proactive
identification of TBML risks and resource prioritization,
aligning with the U.S. National AML/CFT priorities.

As Rikkila, Jukarainen, and Muttilainen (2022) and Ojukwu-
Ogba & Osode (2020) argue, coordinated intelligence sharing
across financial, trade, and customs agencies is essential
for sustainable AML enforcement. This study’s framework
provides the technical and analytical foundation for that
collaboration through data-driven, explainable systems.

Summary of Findings

Overall, the results demonstrate that integrating multisource
data with predictive analytics and XAl substantially
improves the detection of TBML, offering regulators
actionable, transparent, and data-driven insights. The model
enhances financial integrity, supply chain security, and
AML enforcement capability, advancing the data-centric
transformation of financial crime prevention envisioned by
Cassara (2015) and Naheem (2019).
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DiscussionN

The findings of this study demonstrate that data-driven
predictive analytics, when combined with explainable
artificial intelligence (XAl), can significantly enhance the
detection of Trade-Based Money Laundering (TBML) by
integrating customs, banking, and trade finance datasets
into a unified analytical model. The discussion contextualizes
these results within existing literature, policy implications,
and global AML frameworks to assess how the proposed
framework strengthens U.S. financial integrity and supply
chain resilience.

Interpreting the Predictive Framework’s
Effectiveness

Theresults indicate that predictive modeling using integrated
datasets can uncover TBML typologies often invisible to
traditional rule-based or reactive AML systems. This aligns
with Zdanowicz (2004), who identified that data mining and
computational analytics reveal irregularities in trade pricing
and value manipulation that conventional audit methods
often overlook. The use of machine learning models in this
study specifically supervised classifiers such as Random
Forest and XGBoost enhanced anomaly detection accuracy,
identifying patterns consistent with under-invoicing, over-
invoicing, and phantom shipping. Cassara (2015) emphasized
that TBML often thrives due to its ability to disguise illicit
transactions within legitimate trade flows, and the findings
of this study confirm that predictive analytics provides a new
frontier in dismantling this disguise.

Moreover, the inclusion of explainable Al tools such as
SHAP and LIME strengthened the interpretability of the
framework, enabling regulators and financial institutions to
understand model predictions in a transparent, auditable
manner. This outcome supports Naheem (2015), who stressed
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that banks require transparent, working definitions and
models to distinguish between legitimate and illicit trade
transactions effectively. The interpretability component is
particularly vital for compliance officers and investigators
who must justify AML decisions to oversight bodies, as noted
by Hayrinen (2020).

Comparative Insights with Existing TBML
Detection Practices

Traditional TBML detection has historically relied on manual
audits and rule-based monitoring, which are limited in
scalability and adaptability (Chhina, 2014). Fakih (2022)
observed that existing TBML systems in both banking and
customs authorities suffer from poor data interoperability
and lack of predictive capability, leading to delayed or
missed detections. The present study overcomes these
barriers by integrating heterogeneous datasets from customs
declarations, banking transactions, and trade finance
documents creating a holistic analytical environment for
early risk identification.

Compared with Naheem'’s (2017, 2019) studies on AML risk
assessment strategies, this research adopts a proactive stance
using predictive analytics for anticipatory detection rather
than reactive investigation. This “action-focused” framework
allows regulators to intercept suspicious activities before
they escalate into large-scale illicit trade operations, thereby
shifting enforcement from detection to prevention. Hataley
(2020) and Marzouk (2022) further note that organized crime
networks continually adapt to trade regulation changes,
underscoring the need for adaptive, data-driven systems like
the one proposed here.

Implications for U.S. Financial Integrity and
Supply Chain Security
By applying a predictive and explainable Al-driven approach,
this study contributes directly to enhancing the U.S. supply
chain’s financial integrity. As Turner (2011) explains, effective
money laundering prevention hinges on early detection and
deterrence, both of which are amplified through predictive
analytics. The integration of diverse data sources supports
Okazaki’s (2017) assertion that customs authorities can
significantly improve their risk management capabilities
by leveraging big data analytics. This framework therefore
not only strengthens AML enforcement but also supports
broader national security and trade integrity objectives.
The implications extend to financial institutions as well.
Naheem (2018) argues that simply tightening reporting
regulations is insufficient without technological innovation
in detection systems. The findings here corroborate that
stricter regulation must be complemented by intelligent
analytics capable of interpreting complex trade flows. The
explainable component ensures regulatory compliance
while reducing false positives, a common challenge noted by
Srivastava (2021) in distinguishing legitimate from illegitimate
trade motives.
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Global and Comparative Relevance

Beyond the U.S. context, this research offers lessons
applicable to other jurisdictions combating TBML. Rikkila,
Jukarainen, and Muttilainen (2022) highlight that money
laundering and corruption in international trade often exploit
gaps between financial and customs oversight—a challenge
the integrated framework directly addresses. Chitimira and
Ncube (2021) similarly call for the deployment of innovative
technologies in enforcing financial market laws, a sentiment
echoed by Chitimira, Torerai, and Jana (2024), who advocate
leveraging Al to combat money laundering in emerging
economies.

Furthermore, the globalized nature of trade requires
international collaboration and data sharing. Mugarura and
Ssali (2021) emphasize the intricacies of AML regulationin a
fluid, borderless financial system. The predictive framework
proposed in this study aligns with this view by offering
a scalable, interoperable solution that can adapt across
borders. As Buchanan (2004) and Beare and Schneider (1990)
observed, money laundering remains a global obstacle,
and cross-sector cooperation supported by Al and data
integration represents the most viable long-term strategy
for mitigation.

The Role of Explainable Al and Regulatory Trust

Explainable Al emerged as a cornerstone of this research,
providing transparency to machine learning decisions.
This feature is critical for regulatory adoption, as financial
institutions and compliance bodies require justifiable insights
rather than opaque algorithmic predictions. He (2010)
emphasized that typological studies of money laundering
must evolve into interpretable systems that bridge human
and machine understanding. The integration of XAl in
this study accomplishes precisely that bridging predictive
capability with accountability.

In line with Collin (2020), who underlined the need for
reliable measurement and evidence in illicit financial flow
analysis, explainability ensures that predictions are not only
accurate but also defensible in audits and legal proceedings.
This builds institutional trust and encourages the adoption
of Al-driven AML systems across regulatory and financial
entities.

Limitations and Future Considerations

While the framework demonstrates strong predictive
accuracy and transparency, challenges remain. Data privacy,
access restrictions, and standardization across institutions
continue to hinder full data integration. Ojukwu-Ogba and
Osode (2020) note that inconsistent enforcement regimes
and jurisdictional differences impede the global fight against
financial crimes—a limitation that similarly applies to the U.S.
context. Additionally, as Cassara (2015) warns, TBML schemes
constantly evolve, necessitating continuous model retraining
and algorithmic refinement to remain effective.

Future studies could explore the integration of blockchain
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technology for immutable trade recordkeeping and
the use of deep learning for more sophisticated pattern
recognition. Moreover, extending this predictive framework
into international trade corridors would allow for multi-
country AML intelligence cooperation, consistent with
the collaborative vision proposed by Anichebe (2020) for
technologically enhanced global AML enforcement.

Summary

In summary, the discussion establishes that the proposed
data-driven predictive analytics framework enhanced
with explainable Al represents a significant advancement
in TBML detection. By bridging data silos and applying
interpretable machine learning, the framework transforms
AML operations from reactive compliance exercises into
proactive, intelligence-driven systems. This evolution aligns
with best practices in controlling TBML (Hayrinen, 2020) and
reinforces the urgent call for innovation in safequarding the
U.S. financial system and global trade integrity.

CONCLUSION

This study underscores the urgent necessity for a data-driven
and predictive approach to combating Trade-Based Money
Laundering (TBML) , one of the most sophisticated and
underregulated forms of financial crime undermining global
commerce and U.S. economic security. Traditional rule-based
systems and fragmented data frameworks have proven
inadequate for identifying complex trade anomalies and
illicit financial flows concealed within legitimate transactions
(Naheem, 2015; Cassara, 2015). By developing and validating
a predictive analytics framework that integrates customs,
banking, and trade finance datasets, this research provides
a holistic solution capable of identifying suspicious patterns,
pricing irregularities, and trade misinvoicing activities with
enhanced accuracy and transparency.

Theintegration of machine learning (ML) and Explainable
Artificial Intelligence (XAl) techniques enables both high
predictive performance and interpretability, two essential
pillars of modern Anti-Money Laundering (AML) compliance
(Chitimira, Torerai, & Jana, 2024). This ensures that regulatory
bodies, financial institutions, and trade enforcement
agencies can not only detect anomalies but also understand
the rationale behind detection outcomes, aligning with
the demand for auditability and regulatory transparency
(Naheem, 2017; Hayrinen, 2020). The framework thus bridges
a critical gap between technological innovation and policy
enforcement, promoting a proactive rather than reactive AML
regime (Naheem, 2019).

Furthermore, the research supports U.S. national AML
priorities by fortifying the integrity of international supply
chains and trade systems. By harnessing large-scale data
analytics from customs declarations, financial transactions,
and trade finance records, the model enhances early
warning capabilities and risk-based decision-making for
both regulators and financial actors (Okazaki, 2017; Chhina,
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2014). This aligns with contemporary policy frameworks
emphasizing interagency cooperation and data integration
as key mechanisms to deter illicit trade practices (Rikkila,
Jukarainen, & Muttilainen, 2022; Turner, 2011).

Empirical insights from this study affirm the feasibility of
integrating Al-driven analytics into AML operations, offering a
scalable blueprint for regulators to monitor trade flows in real
time (Zdanowicz, 2004; Hataley, 2020). The use of explainable
predictive modeling transforms complex data into actionable
intelligence, mitigating the opacity that historically shielded
TBML activities (Fakih, 2022; Naheem, 2018). Moreover, it
establishes a data governance structure conducive to cross-
border collaboration and knowledge sharing essential for
confronting the transnational nature of TBML (Buchanan,
2004; Collin, 2020).

However, this study acknowledges certain limitations,
particularly regarding data availability, confidentiality, and
interoperability between financial and customs databases
(Marzouk, 2022; Srivastava, 2021). Future research should
explore blockchain-enabled trade transparency, federated
learning models, and regulatory technology (RegTech)
solutions to further enhance the predictive and interpretive
capacity of AML frameworks.

In conclusion, the proposed predictive analytics and XAlI-
driven TBML detection framework represents a significant
step toward transforming how trade-based financial crimes
are detected and managed. It advances a transparent, data-
centric, and intelligence-led AML ecosystem that not only
strengthens U.S. financial integrity but also contributes to
global supply chain resilience. By merging computational
intelligence with regulatory insight, the framework
establishes a forward-looking foundation for sustainable
enforcement, where technology, policy, and transparency
converge to safeguard legitimate trade and economic
stability (Naheem, 2017; Cassara, 2015; Chitimira & Ncube,
2021).
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